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1.   GENERALtc "C.1
GENERAL" \f C \l 1
JRTC and Fort Polk, hereafter referred to as Fort Polk or the Installation, is an U.S. Army Forces Command Installation in west central Louisiana. The Joint Readiness Training Center (JRTC) at Fort Polk trains light infantry and mechanized forces in a joint warfare environment.  Joint task forces consist of Light Infantry, Airborne, Air Assault, Special Operations Forces, Ranger Regiments, U.S. Air Force Air Combat and Air Mobility Commands, selected U.S. Navy and Marine Corps Units, and selected Reserve Components. Typically, ten training cycles (commonly referred to as rotations) of approximately one month each occur per year.  Rotational units are normally brigade size.  England Air Park, Alexandria, serves as a staging base for arriving rotational units.  Logistical support to rotational units is provided in accordance with the JRTC Logistical Information Packet, copy available in the Technical Library.  The Installation also serves as the mobilization/deployment base for Active Component (AC) units of FORSCOM and XVIII Airborne Corps and 76 Reserve Component (RC) units.  Approximately 24,000 RC soldiers are trained annually at Fort Polk.  The Installation incorporates approximately 198,963 acres (310 square miles) with a variety of physical features including heavily wooded pine forests, gentle rolling plains and dense jungle-like zones.  This setting supports abundant wildlife and provides a training environment simulating realistic combat conditions.  North Fort Polk’s primary function is to support JRTC rotational and reserve component units. South Fort Polk houses the Installation’s units, Headquarters and most support activities.  The “Peason Ridge” area, to the northwest, contains a live fire complex.  The permanent military population served by the Garrison is forecasted to be approximately 8,300 soldiers over the period of performance.  

1.1  FORT POLK DEMOGRAPHICS 

(As Of Sep 99)

	SIZE OF THE POST IN ACRES
	
	198,963

	
	
	
	
	

	US Army Owned
	
	100,838
	
	

	US Forest Service Owned
	
	98,125
	
	

	Intensive Use
	40,506
	
	
	

	Special Use
	44,799
	
	
	

	Limited Use
	12,820
	
	
	

	

	FAMILY HOUSING UNITS
	
	4,373

	Housing Units
	
	3,773
	
	

	Section 801 (Built to Lease)
	
	600
	
	

	

	TOTAL SUPPORTED POPULATION
	
	99,857

	TOTAL MILITARY
	
	
	8,294
	

	MILITARY RESIDING ON POST
	
	7,170
	
	

	MILITARY RESIDING OFF POST
	
	1,124
	
	

	MILITARY FAMILY MEMBERS
	
	
	12,246
	

	
	
	
	
	

	ARMY CIVILIAN EMPLOYEES (Less Garrison)
	
	
	791
	

	PX, CONTRACTOR, OTHER EMPLOYEES
	
	
	2,488
	

	RETIRED MILITARY PERSONNEL
	
	
	37,681
	

	Retirees (LA & SE Texas)
	13,315
	
	
	

	Retirees Family Members
	24,366
	
	
	

	RESERVE COMPONENT, ROTC
	
	
	33,343
	

	NG and Reserves, ROTC, Reserve Centers and NG
	
	
	
	

	TRAINING TROOPS PER ROTATION (Average of last 6 months – 10 rotations per year)
	
	
	5,014
	


Source: Ad Hoc Report from DRM Fact Card (POC: Jay Hawkes)

1.1.1  SCOPEtc "C.1.1
SCOPE" \f C \l 1.  

Unless otherwise specified, the performing activity (PA) shall provide all services, materials, supplies, facilities, supervision, labor and equipment required to perform all work to conform to the terms, conditions and specifications of this Performance Work Statement (PWS).  The scope of the PWS includes Ft Polk, the Joint Readiness Training Center, AR 5-9 area of responsibility, inter-service support agreements, National-level maintenance programs and designated Reserve Component units.  The PA shall comply with applicable laws and shall compile, prepare and submit specified reports.  Commercial PA’s shall submit all information contained on the Contract Data Requirements List (CDRL). 

1.1.1.1  PERFORMANCE WORK STATEMENT (PWS) ORGANIZATION

Section C-5 (Specific Tasks) of this PWS section is organized consistent with the organizational structure that currently exists on the installation.  This is not intended to influence how the PA organizes to accomplish the work, rather, the PA is encouraged to develop an internal organization and technical approach which is most efficient and cost-effective. 

1.1.1.2  WORKLOAD VARIATION.

During the period of performance, there will be workload increases and decreases.  Workload estimates contained in this PWS are based on historical records and are considered to be representative of workload for future periods.   However, variation in workload shall not limit the PA’s obligation to perform services as described to the level of effort required, to achieve the results specified.

1.1.1.3  MILITARY ACTION.

The PA shall support both anticipated and unanticipated military activities, as directed by the Government.  Examples include mobilization or deployment exercises, actual mobilization or deployment, redeployment, training, operations other than war (OOTW), unit activation/inactivation and military assistance to civilian authorities.

1.1.2  ADMINISTRATIONtc "C.1.2
ADMINISTRATION" \f C \l 1.  

The Contracting Officer has authority to administer this PWS and approve all changes.  The Contracting Officer may discharge this authority through duly appointed representatives, including one or more Contracting Officer’s Representative(s) and a Property Administrator.  References to such representatives or to “the Government” mean “Contracting Officer”.

1.1.3  PERSONNEL "C.1.3
PERSONNEL" \f C \l 1.  

For the purpose of this PWS, the term "PA personnel" applies to PA employees, subcontractor employees, or other persons acting for or on behalf of the PA to perform work on this PWS.  

1.1.3.1  Project Manager

The PA shall designate an individual , hereafter referred to as the Project Manager (PM) to serve as the central PA point of contact with the Government.  The PA shall also designate an alternate PM (APM), to serve in the PM’s absence. The PM and the APM, shall be authorized to act on behalf of the PA for all matters relating to this contract to include the authority to bind the PA for matters pertaining to this contract.  The PA’s proposal shall identify the persons to be designated as PM and APM, respectively.  The PM and APM shall have at least five years experience in managing similar multifunctional base operations.  The PA shall confirm, in writing to the Contracting Officer at the start of the Phase-In period: the designated PM and APM; their respective authorities and documentation to substantiate their qualifications (e.g., graduation certificates, transcripts and other materials to support the qualification requirements stated herein).  Any successor PM or APM is subject to prior written approval by the Government.  The PA shall have the PM or APM on-site as of the Phase-In start date and throughout the term of the contract.  The PM or APM shall be on duty at the Installation and available during regular duty hours, Monday through Friday, excluding Federal holidays.  The PM shall return all Government calls within thirty and sixty minutes, during regular duty and non-duty hours, respectively.  The PM or designated representative shall also be available, at the discretion of the Government, during non-duty hours. The positions of Project Manager and Alternate Project Manager are not necessarily full time positions.  Individuals so designated may perform other duties provided they are available to perform Project Management duties when required. 

1.1.3.2  General Employee Qualifications "C.1.3.2
General Employee Qualifications" \f C \l 1. 

The PA shall provide supervisory, technical, administrative and clerical personnel qualified to accomplish all requirements specified by this PWS and with the qualifications listed below.  The PA shall maintain current personnel and job qualification records to demonstrate compliance with the above.

1.1.3.2.1  Technical Qualifications.  PA personnel shall have job-appropriate education, training, experience, certification or licensing.  

1.1.3.2.2  Language Qualifications.  The PA shall employ only persons able to speak, read, write, and understand English.
1.1.3.2.3  Physical Qualifications.  PA personnel shall be physically capable of performing their assigned work under normally anticipated climactic conditions (e.g., extreme heat and high humidity).
1.1.3.2.4  Legal Qualifications.  PA personnel shall be lawfully employable in the United States. 

1.1.3.3  Personnel Security Clearances "C.1.3.2.1
Personnel Security Clearances" \f C \l 1.  

The PA shall obtain and maintain all required PA personal security clearances, or interim clearances when authorized, throughout the period of performance. Security clearances shall be obtained by completion of SF 86 (Questionnaire for National Security Positions) and forwarding them to the servicing Defense Security Service representative. Security clearances shall be required for PA personnel performing the following.

1.1.3.3.1  Management "C.1.3.2.1.1
Management" \f C \l 1.  The PM, APM and all other personnel requiring access to mobilization, deployment, redeployment, and mobilization/deployment exercise plans shall possess SECRET clearances.  

1.1.3.3.2  Equipment and Item Handlers"C.1.3.2.1.2
Equipment and Item Handlers" \f C \l 1. PA personnel handling classified documents, weapons, classified equipment, Category I ammunition and explosives, locking and security devices and accountable mail shall possess security clearances equal to or greater than the items being handled or as required by security regulations pertaining to handling and access of that equipment or those items.

1.1.3.3.3  Command Security/Command and Control Communications and Intelligence (COMSEC/CCCI)tc "C.1.3.2.1.3
Command Security/Command Control Communications and Intelligence (COMSEC/CCI)" \f C \l 1. PA personnel performing maintenance, handling classified components or accounting for COMSEC/CCCI equipment shall possess appropriate clearances and meet COMSEC, custodial and CCCI certification requirements specified in AR25-12, AR380-40 and TB 380-41. COMSEC requirements are further defined in Section C-5.19.11 of this PWS.  

1.1.3.3.4  Transportation Servicestc "C.1.3.2.1.4
Transportation Services" \f C \l 1.  PA personnel receiving and shipping classified materiel, accessing the network to book air export shipments, and those having access to classified information pertaining to overseas travel of Government personnel shall possess appropriate clearances.

1.1.3.3.5  Others. PA personnel performing other services specified in this PWS subject to security requirements shall possess the appropriate clearances.

1.1.3.4  Employee Conduct.

PA personnel shall comply with the following standards of conduct while performing work under this PWS. All actions and discussions shall be in accordance with the Standards of Conduct contained in Department of Defense Directive 5500.7 with special attention placed on non-disclosure of sensitive or classified information and acceptance of gifts or other gratuities.   

1.1.3.4.1  Clothing. Acceptable dress standards for the work assigned. 
1.1.3.4.2  Interference. PA personnel shall not interfere with Government activities.

1.1.3.4.3  Controlled Substances. PA personnel shall not perform PWS work while in possession of, or while under the influence of, alcohol or any controlled substance.  
1.1.3.4.4  Weapons. PA personnel shall not transport, possess, nor use privately owned dangerous weapons on the Installation, including all forms of firearms, bow and arrow, switch blade or automatic blade knives, knives with blades in excess of three inches, ammunition and pyrotechnics, fireworks, bludgeons, brass knuckles, shooting pens or similar devices.  State permits for weapons or concealed weapons are invalid on the Installation.

1.1.3.4.5  Legal Compliance.  Government rules, regulations, laws, directives and requirements, in place or issued during the performance period, shall apply to all PA personnel.  Violation(s) by PA personnel shall be grounds for removal from the work site and/or denial of Installation access.  The PA shall be solely responsible for any costs resulting from such violations.  

1.1.3.4.6  Search and Seizure.  PA personnel and property are subject to search and seizure, at any time, while on the Installation, in accordance with paragraph 2-2, AR 190-22.

1.1.3.5  Personnel Constraintstc "C.1.3.4
Personnel Constraints" \f C \l 1.

1.1.3.5.1  Conflicts of Interesttc "C.1.3.4.1
Conflicts of Interest" \f C \l 1.  The PA shall not hire for this contract, any person whose employment would result in a conflict of interest, or is prohibited by DOD Directive 5500.7.R, “Joint Ethics Regulation”.  The PA shall notify the Contracting Officer in writing, five (5) working days prior to employing any active civilian Government or military personnel.

1.1.3.5.2  Restricted Personneltc "C.1.3.4.2
Restricted Personnel" \f C \l 1.  The PA shall not employ any person who is determined by the Installation Commander to be a potential threat to the health, safety, security, general well being or operational mission of the Installation or its population.
1.1.3.6  Personnel Identification.

The PA shall provide PA personnel with identification (ID) cards prior to commencement of work.  The ID format is subject to approval by the Government.  ID’s shall be laminated and include the Company’s Name, ID number, issue and expiration dates, employee name, job title and color photograph.  Non-government PA personnel shall wear ID cards on front exterior clothing, above the waist, when performing PWS work unless otherwise specified herein or approved by the Government.  The Installation is currently an open post.  However, certain facilities (e.g., Emergency Operations Center, Airfield) require a Government-furnished facility badge.  Thirty days prior to performance start date, the PA shall provide to the Contracting Officer a list of PA personnel requiring such access, subject to Government approval.  Within 24 hours of contract or employment termination, the PA shall:

 (  Destroy PA personnel ID cards and return facility access badges; and,

(  Notify the Contracting Officer in writing of any violation of the above.

1.1.3.7  E-mail addresses

E-mail addresses established for the PA employees shall include the company name.

1.1.3.8  Answering government telephones

Non-Government PA personnel shall identify themselves as contractor employees when answering Government telephones.
1.1.3.9  Personnel Roster & Organization Charttc "C.1.3.7
Personnel Rosters" \f C \l 1.  

At le-ast two working days prior to the contract performance start date, the PA shall provide the Government a roster listing by functional area, all employees and their respective job titles in accordance with CDRL CFP - 3.  The roster shall identify any active duty military and members of Reserve Components of the Armed Forces who are eligible for activation/recall.  The PA shall also maintain a current Organizational Chart showing functional responsibilities.  The PA shall update the roster and organization chart and provide two copies to the Contracting Officer or designated representative by the 2nd workday of each month.

1.1.3.10  Personnel Orientationtc "C.1.3.7
Personnel Orientation" \f C \l 1.  

The PA shall orient PA personnel prior to commencement of work.  This orientation shall include, as a minimum, the following.

· Scope and its relation to individual functional areas.

· The PA’s Operational Plans and procedures.

· Installation layout, including PA facilities.

· The PA’s Safety Plan.

· The Installation’s Fire Prevention Program.
· The PA’s Environmental Management Plan.

· The Installation’s Spill Contingency Plan

· Emergency notification procedures.

· PA personnel standards of conduct.

· Prevention of fraud, waste and abuse.

· Applicable Installation regulations and directives

· The PA’s Security Plan.

· Conflicts of interest (see Section C.1.3.5.1).

· Ethics, sexual harassment and EEO issues.

· Installation smoking policy.

· Information Assurance Awareness

1.1.4  INSTALLATION ACCESS AND CONTROL. 

1.1.4.1  Gate Control. 

Unscheduled gate closures by the Military Police may occur at any time and personnel entering or exiting the Installation may experience a delay.  Privately owned vehicles are subject to search upon entry, exit, and at any time while on the Installation.  Refusal to comply with a Military Police request to search a vehicle could result in access to the Installation being denied.  Delays in entering or leaving the Installation due to gate closures or vehicle searches shall not be compensated for in any form by the Government. 

1.1.4.2  Search and Seizure.  

Contractor personnel and property shall be subject to search and seizure upon entering the confines of Fort Polk, Louisiana, while on Fort Polk, Louisiana, and upon leaving the confines of Fort Polk, Louisiana, in accordance with AR 190-22 (Search, Seizure, and Disposition of Property).  

1.1.4.3  Contractor AND CONTRACTOR EMPLOYEE VEHICLE Identification.  

Contractor-owned/operated vehicles used in the performance of services under this contract and on this Installation shall be legibly and conspicuously marked with the Contractor's name, address and telephone number.  Markings shall be placed on both sides of the vehicle.  Vehicles operated by the Contractor and by contractor employees shall be registered on-post through the Provost Marshall Office.  A Government issued Installation registration decal shall be displayed on the vehicle.

1.1.4.4  Vehicle Operation on the Installation.  

Motor vehicle operators shall comply with Fort Polk rules and regulations regarding motor vehicle use and shall be trained and licensed for the various categories of vehicles, as follows.

1.1.4.4.1  Privately Owned Vehicles.  Operators shall have a valid State driver’s license or appropriate commercial license.  A Louisiana State Commercial Drivers License (CDL) is required for operation of all vehicles rated at 2 ½ tons or above.

1.1.4.4.2  GSA Vehicles.  Operators shall have a valid State driver’s license or appropriate commercial license and a certificate of attendance at the two-hour JRTC and Fort Polk Defensive Driving Course, presented by the Installation Safety Office.

1.1.4.4.3  Tactical Vehicles.  Operators shall have a U.S. Government Motor Vehicle Operators Identification Card, OF346, for the type of vehicle to be operated and a certificate of attendance at the two-hour JRTC and Fort Polk Defensive Driving Course, presented by the Installation Safety Office.   In accordance with Command Policy Memorandum # S-17, head protection, (kevlar helmet, combat crewman or flight helmet, as appropriate) will be worn by all personnel operating or riding as a passenger in Army Tactical Vehicles in the field.

1.1.4.4.4  Other Equipment/Systems/Materials Handling Equipment.  Operators shall have a U.S. Government Motor Vehicle Operators Identification Card, OF346, for the type equipment to be operated.  Training, testing, qualifying and licensing shall be accomplished in accordance with TB 600-1 and TB 600-2.

1.1.4.5  Government Training Requirementstc "C.1.16.2
Government Training Requirements" \f C \l 1.  

PA personnel may require training to support government systems or equipment (e.g., automated information systems) fielded after contract start date. For resident courses the PA shall submit requests for necessary training to the Contracting Officer on DOD Form 1556.  The Government will obtain quotas for required training.  The PA shall request correspondence courses using DA Form 145.

1.1.4.6  Government or Army Unique Trainingtc "C.1.3.9
Government or Army Unique Training" \f C \l 1.  

The Government will directly fund training which is Government or Army unique and deemed, by the Contracting Officer, essential for PA employees performing work under this contract.  Government or Army unique training is defined as training that is only available in Government and/or Army service schools.  Such training may be provided at the work site or at other locations.

1.1.5  HOURS OF OPERATIONtc "1.1.4
HOURS OF OPERATION" \f C \l 1.
PA regular duty hours shall be 0730 to 1630, Monday through Friday, excluding Federal holidays with a one hour lunch period from 1130 to 1230 or as otherwise specified for specific functions in Section C.5.  The PA shall provide fully qualified personnel on a 24-hour basis, 365 days per year, to perform services and respond to emergencies at the request of the Contracting Officer or as dictated by mission requirements. The PA shall provide the Contracting Officer with emergency telephone numbers for  those individuals determined by the PA to be  notified after normal duty hours.

1.1.6  OPERATIONAL PLANStc "C.1.5
OPERATIONAL PLANS" \f C \l 1.  

The PA shall maintain and implement each plan identified below during the period of performance, and shall propose revisions, as warranted.  The initial plans, except for the Phase-In Plan, shall be submitted to the Contracting Officer for review and approval no later than sixty (60) days prior to contract performance start date.  All revisions shall be subject to written approval by the Contracting Officer, upon receipt of which the PA shall document and record the plan number, distribute revised plans and communicate changes to affected PA and Government personnel.  The PA shall furnish all changes to the Contracting Officer and the appropriate COR at least three (3) working days prior to the effective date of the change.
1.1.6.1  Contingency Planstc "C.1.5.1
Contingency Plans" \f C \l 1. 

1.1.6.1.1  General.  The PA shall establish, maintain and implement Contingency plans for mobilization, disaster and labor dispute contingencies, respectively.  The plans shall assume no Government support to the PA workforce.  

1.1.6.1.2  Designated Contingency Coordinator.  The PA shall, within 30 days of contact award, designate in writing a single contact within the PA’s organization for participation in and coordination with Installation contingency and mobilization planning activities.  This person shall have a SECRET security clearance, shall participate in Installation mobilization planning and execution conferences, and shall modify and maintain, as appropriate PA contingency plans to compliment or enhance corresponding Installation plans.

1.1.6.1.3  Mobilization Contingency Plan.  This plan shall establish procedures, personnel and the means of maintaining or expanding, if necessary, performance of all PWS requirements in the event of rapid deployment or sudden build-up of military forces.

1.1.6.1.4  Disaster Contingency Plan.  This plan shall establish procedures, personnel and the means of maintaining essential PWS services during disasters.  Disaster means natural disaster (e.g., earthquake, major storm, flash flood, hurricane), utility outage, terrorist attack or other special circumstances identified by the Government.  The plan shall establish procedures to identify and document essential PWS disaster services.

1.1.6.1.5   Labor Dispute Contingency Plan.  This plan shall establish procedures and identify responsible personnel to provide the services below, with no interruption in the event of a labor dispute.

· Identify and address critical preventive maintenance and inspection tasks.

· Maintain electrical emergency generators.

· Process and execute emergency and urgent service and work orders.
The plan shall establish procedures and time frame to secure replacement personnel in the event of a strike; and shall also record the PA’s experience with and establish PA procedures for collective bargaining, if required.

1.1.6.2   Project Management Plantc "C.1.5.5
Project Management Plan" \f C \l 1. 

The PA’s Project Management Plan shall establish and document procedures for the following issues.   Standing Operating Procedures and Operational Plans shall be provided in accordance with CDRL CFP 4.

· Industrial relations and personnel management.

· Productivity control/measurement and work/cost control (e.g., workflow).

· Management use, standards and accountability for Government property.

· Task management and administration.

· Financial management (e.g., cost accuracy and reporting procedures).

· Information collection, document flow and records retention.

· Cost-effective resource management.

· Delegation of authority and responsibility.

· Contract planning and control systems.

· Training requirements and procedures.

· Maintenance of Standing Operating Procedures and Operational Plans.

1.1.6.3  Security Plans. 

The PA’s Physical Security Plan, Information Security Plan, Information Systems Security Plan, National Industrial Security Program (NISP) Plan and Key Control Plan shall form the basis of the PA’s Security Program.

1.1.6.3.1  Physical Security Plantc "C.1.5.7.1
Physical Security Plan" \f C \l 1.  This plan shall address physical security aspects associated with contract performance security and for Government furnished facilities.  The plan shall describe how the PA shall prevent unauthorized access, vandalism, pilferage, larceny, sabotage, and arson directed toward PA controlled facilities.  A list of Installation buildings for which the PA shall be responsible is provided at TE GFP-1 and shall be included in the plan.  The PA shall maintain an active security checklist for each facility under the PA’s control.  The plan shall comply with the provisions of AR 190-11, AR 190-13, AR 190-51, DOD 5100.76(D), 5220.22(D) and the Fort Polk, Louisiana, Installation Physical Security Plan.

1.1.6.3.2  Information Security Plantc "C.1.5.7.2
Information Security Plan" \f C \l 1.  The PA’s information security plan shall provide for control of handling and accessing classified information, computer security and communications security.  The plan shall comply with DOD 5220.22-M, Industrial Security Manual, AR’s 380-5, 380-19, 380-67, 380-40 and 530-1. 

1.1.6.3.3  Information Systems Security Plantc "C.1.5.5.3
Information Systems Security Plan" \f C \l 1.  The PA’s information systems security plan shall establish security procedures for all computer systems and communications utilized in the performance of this PWS.  The plan shall conform to AR 380-19 and AR 380-67. 

1.1.6.3.4  National Industrial Security Program (NISP) Plantc "C.1.5.7.4
National Industrial Security Program (NISP) Plan" \f C \l 1.  The NISP plan shall establish procedures for a security program to control personnel, property, and information, including, unclassified and classified materials, documents, and records.  

1.1.6.3.5  Key Control Plantc "C.1.5.7.5
Key Control Plan" \f C \l 1.  The PA’s Key Control Plan shall provide for Government access, 24 hours a day, seven days a week, to all Government-furnished facilities.  The plan shall comply with AR 190-13, the Army Physical Security Program, and AR 380-5 if classified materials are stored.

1.1.6.4  Quality Control Plan (QCP)tc "C.1.5.8
Quality Control Plan (QCP)" \f C \l 1.  

The PA QCP shall establish procedures to monitor and record PA performance with respect to the performance indicators and their respective tolerance limits and to report results to the Contracting Officer. The Quality Control Plan shall incorporate the National Sustainment Maintenance Manager (NSMM) Integrated Sustainment Maintenance Expanded (ISM-X) Quality Assurance Manual (ISO 9002 Tailored) Implementation Support Plan (QAMIP) for the NSMM Integrated Sustainment Maintenance (ISM) program in accordance with the DOL Maintenance requirements of this PWS.  QCP sections shall be:

· Performance Indicators (e.g., management goals relative to cost, schedule, and quality of technical and administrative service provided)

· Inspection and test methods (e.g., accepted techniques and procedures) 

· Deficiency identification (e.g., areas exceeding acceptable tolerance limits) 

· Deficiency correction (e.g., establish and implement corrective actions)

· Documentation and enforcement (e.g., document/enforce corrective actions)

· Trend analysis (e.g., evaluate and record trends in performance results)

· Surveillance methods (e.g., collect real time, on-line performance metrics)

· Customer complaint program (e.g., respond to valid customer complaints)

The QCP shall be the basis of the PA’s QC Program, a basic tenet of which shall be continuous quality improvement.  The QCP shall also:

1.1.6.4.1  Require QC staff to be independent of the PA production and supervisory staff and to report directly to top management.

1.1.6.4.2  Contain methods of direct and indirect communication with the Government regarding performance, to include regular and formal meetings with the Government, review and analyses of key process indicators, analyses of process deficiencies, and problem resolution.

1.1.6.4.3  Contain process control and process performance measurement procedures to include how the PA plans to effect preventive actions and corrective actions, as opposed to reliance on Government or customer identification of deficiencies prior to resolving the problem.

1.1.6.4.4   Contain a customer comment processing system for identification and correction of validated complaints and to provide feedback. 

1.1.6.4.5  Establish procedures to document and record all inspections or tests conducted by the PA and any corrective actions taken, and their effectiveness, during the performance period. 
1.1.6.5  Phase-In Plantc "C.1.5.9.1
Phase-In Plan" \f C \l 1.  

The PA’s Phase-In Plan shall include comprehensive procedures for attaining full PWS performance within the time allowed herein.  The PA shall submit the Phase-In Plan, and identify associated costs, as part of their proposal.  The Phase-In Plan shall establish procedures by which the PA shall prepare to assume full responsibility for all areas of operation in accordance with the terms and conditions of this PWS.  The Government will make appropriate facilities and equipment (TE GFP-1, TE GFP-2, TE GFP-3, and TE GFP-4) available to the PA for a minimum of 120 calendar days prior to the contract performance start date for observation and for completing the phase-in requirements.  The Phase-In Plan shall include, at a minimum, procedures to accomplish the following:

· Establish a PA project management office.

· Recruit and hire necessary PA personnel.

· Obtain all required PA certifications and clearances.

· Participate in joint PA-Government inventories. 

· Develop and submit all required PA deliverables.

· Ensure PA participation in post-award meetings, as required.

· Complete all necessary training requirements of PA personnel.

· Establish procedures for PA personnel to sign for GFP.

1.1.6.6  Phase-Out Plantc "C.1.5.9.2
Phase-Out Plan" \f C \l 1.  

The PA shall develop a Phase-Out Plan to effect a smooth and orderly transfer of responsibility to a successor PA.  The Phase-Out Plan shall require the PA to allow the successor PA to observe the PA’s performance, and to train successor PA personnel on Government-furnished automated information systems (AIS).  The Phase-Out Plan shall, at a minimum, establish procedures to accomplish the following.

· Pre-inventory by the PA followed by a joint inventory by the PA and the successor PA.

· Transfer of control of Government-furnished property to the successor PA.

· Reconciliation of all property accounts, requisitions, and work in progress.

· Turn-in GFP excess.

· Clean up of PA work areas.

· Security debriefings IAW AR 380-5 and AR 380-40, for personnel holding clearances.

· Procedures notifying PA personnel that the PA is being replaced.

· Procedures for removal of all incumbent PA property;

· Procedures for data and information transfer to the successor or the COR.

· Other actions required for continuity of operations, as requested by the Government.

· Permit an overlap with the successor PA of no less than six (6) weeks and no greater than twelve (12) weeks.

1.1.6.7  Safety Plantc "C.1.5.11
Safety Plan" \f C \l 1.  

The Safety Plan shall establish and record procedures to prevent accidents and to preserve the life and health of PA personnel and other potentially affected persons, during the performance period.  The Safety Plan shall comply with all applicable Army, Installation and Occupational Safety and Health Administration (OSHA) requirements including AR 385-10 and DA PAM 385-10.  In cases where requirements conflict, the most stringent shall apply.  The Safety Plan’s procedures shall address safe work practices, proper use, care and maintenance of tools and equipment and known hazards in work areas.  

1.1.6.8  Property control system Plantc "C.1.6
Property control system Plan" \f C \l 1.  
The Property Control System Plan shall establish and implement procedures to manage and maintain Government furnished property (GFP), which conform to FAR Part 45.

1.1.6.9  PURCHASING PLAN.

The purchasing plan shall establish procedures the PA proposes to employ to acquire goods and services required to perform work described in this PWS, including the PA’s intentions regarding use of the Military Supply System.

1.1.7  FIRE PREVENTION/accident & injury reporting.

The PA shall comply with the Installation’s Fire Prevention Program in accordance with JRTC and Fort Polk Regulation 420-5.

1.1.7.1  ACCIDENT & INJURY REPORTING. 

If an on-the-job injury occurs which prevents a PA employee from reporting for work on their next regularly assigned shift, the PA shall prepare DA Form 285, US Army Accident Investigation Report in triplicate.  The PA shall forward the original and one copy of the Report to the Contracting Officer within seven (7) days after the accident, and the Government will forward a copy to the Installation Safety Officer.  Any technical advice and assistance necessary in accident investigating and reporting may be requested from the Installation Safety Officer.  If any claims are made by a third party against the PA as a result of an accident which occurs in connection with the PA’s performance, the PA shall submit a full report, in writing, within three (3) hours of the initiation of the claim, to the Contracting Officer.  

1.1.8  ENERGY CONSERVATION.   

Executive Order 12902, signed in 1994, mandates that all governmental facilities reduce energy consumption by 30% over a period of 20 years between 1985 and 2005.  US Army Forces Command (FORSCOM) has mandated that all installations within their command shall reduce energy consumption by 35% during that same timeframe.  The PA shall develop and carry out a plan to ultimately reduce energy consumption in accordance with the above mandates.  The PA shall designate, as a minimum, one trained Energy Awareness Officer (EAO) and one alternate Energy Awareness Officer to administer all energy conservation related actions in accordance with the requirements of AR 11-27.  A copy of the appointment orders will be furnished to the Contracting Officer.  Requisite training consists of a four-hour block of instruction provided by the Installation environmental office. Environmental Compliance Officers shall monitor energy conservation measures in work areas and ensure compliance. The positions of Energy Awareness Officer (EAO) and Alternate Energy Awareness Officer are not necessarily full time positions.  Individuals so designated may perform other duties provided they are available to perform Energy Awareness Officer duties when required. 

1.1.9  EMERGENCY NOTIFICATION PROCEDUREStc "C.1.15
EMERGENCY NOTIFICATION PROCEDURES" \f C \l 1.  

PA personnel who witness a fire, accident, criminal act, hazardous material release, or similar life-threatening situation shall report it either to 911 emergency operator, or else in person to the Installation Fire Department or the Military Police.

1.1.10  WARRANTIEStc "C.1.9
WARRANTIES" \f C \l 1.  

Before Contract start date, the Government will provide the PA with records of all Government-owned property, vehicles, and equipment that are under warranty and used, managed or supported under this PWS.  Records will identify the item, the nature and expiration date of the warranty, and the name and location of the firm to contact about entitlement under the warranty.

1.1.10.1  WARRANTY ENFORCEMENT

1.1.10.1.1  The PA shall exercise existing manufacturers’ commercial warranties on all Government equipment.  The PA shall exercise the warranty to repair or replace any installed equipment and materials furnished by the PA that fail within the warranty period.  All warranty claims shall be processed in accordance with DA PAM 738-750 and AR 700-139.  The PA shall report any warranty enforcement difficulties or instances where enforcement costs will exceed benefits, to the Contracting Officer. Enforcement Officer.  The PA shall appoint and include on Employee Roster (see paragraph 1.1.3.9), a Warranty Enforcement Officer to monitor and track all Government-owned equipment failing under maintenance responsibility of the PA.  The appointment shall be made at least 30 calendar days prior to the period of performance start date.  Notification of any changes in responsible personnel shall be submitted to the Contracting Officer no later than five working days prior to the change. The position of Warranty Enforcement Officer is not necessarily a full time position.  Individual so designated may perform other duties provided they are available to perform Warranty Enforcement Officer duties when required. 

1.1.10.1.2  Exceptions.  The PA shall repair warranty items without recourse to the warranty if the failure or defect results from PA abuse or improper or inadequate maintenance or if the Government directs such repair.  Existence of a warranty does not alleviate the PA of responsibility to prevent damage.  

1.1.10.1.3  Reporting.  The PA shall comply with Army execution and warranty claim action reporting programs in AR 700-139 and DA PAM 738-750.

1.1.11  INFORMATION REPORTING REQUIREMENTStc "C.1.19
INFORMATION REPORTING REQUIREMENTS" \f C \l 1. 

The PA shall submit all information to the Government as required by this PWS.  The Contracting Officer may amend reporting requirements and the PA is encouraged to recommend improvements.  The PA shall submit all PWS-required information in accordance with the following criteria.

· Complete:  To include all information requested.

· Accurate:  Factual and correctly tabulated data.

· Preparation:  In accordance with publication, CDRL, or applicable format.

· Personal accountability: Name and signature of PA-certifying representative.

· Timely:  Provided within the specified time frame.

· Distribution: List distribution on signature page.

1.1.11.1  PARTICIPATE IN MEETINGStc "C.1.10.1
Attendance at Meetings" \f C \l 1. 
When required, the PA shall participate in meetings with Federal, State and local agencies and their representatives to provide information requested by Contracting Officer or required by this PWS.  These meetings shall include both on-site and off-site meetings.

1.1.11.2  RELEASE OF INFORMATIONtc "C.1.10.2
Release of Information" \f C \l 1. 

The PA shall make any information generated by the PA in performance of this PWS available to Contracting Officer upon request; and shall obtain written Government approval prior to release of any other PWS-related information. 

1.1.11.3  Marking Proprietary Informationtc "C.1.19.5
Marking Proprietary Information" \f C \l 1.  

The PA shall clearly mark all records, files, reports and data deemed proprietary, accordingly.  However, the Contracting Officer will make the final determination of all such materials deemed proprietary by the PA.

1.1.11.4  FILE access and ownership.

All PA files maintained in the performance of this PWS are Government property and shall be returned upon completion or termination of the work.  However, internal PA business files are not Government property, and as such, need not be returned to the Government.  In addition, internal business files are not subject to Government inspection except as specifically identified elsewhere in this PWS or as required by FAR Clause 52.215-2, Audit and Records.

1.1.12  OPERATION OF STANDARD ARMY MANAGEMENT INFORMATION SYSTEMS (STAMIS) AND PROPONENT AGENCY SYSTEMStc "C.1.26
OPERATION OF STANDARD ARMY MANAGEMENT INFORMATION SYSTEMS (STAMIS) AND PROPONENT AGENCY SYSTEMS" \f C \l 1.  

1.1.12.1  Technical Administration.

The PA shall provide input to or operate standard and non-standard, local unique, and proponent agency management information systems, and associated automated information systems in support of requirements specified in Section C.5.  The PA shall coordinate with the Government unless specified otherwise in this PWS, to ensure the latest available software versions are installed on PA-operated systems.  When required, the PA shall install Government-furnished software and hardware upgrades.  The PA is encouraged to recommend improvements to data communications for mission effectiveness.

1.1.12.2  Functional Administrationtc "C.1.26.6.1
Functional Administration" \f C \l 1.  

The PA shall perform the following tasks for assigned systems.

· Serve as Functional Administrator for each system.

· Be the central point of contact for system users/customers.
· Operate the systems.
1.1.13  PERSONAL COMPUTERS AND LOCAL AREA NETWORK SYSTEM ADMINISTRATIONtc "C.1.26
OPERATION OF STANDARD ARMY MANAGEMENT INFORMATION SYSTEMS (STAMIS) AND PROPONENT AGENCY SYSTEMS" \f C \l 1. 
1.1.13.1  ASSISTANT INFORMATION SYSTEMS SECURITY MANAGERS (AISSM) AND INFORMATION SYSTEMS SECURITY OFFICERS (ISSO)
In all work areas where PA employees are assigned, whether they constitute 100% of the work force or a portion of the workforce, the PA shall provide licensed Assistant Information Systems Security Managers (AISSM) and Information Systems Security Officers (ISSO) in accordance with AR 380-19. The PA's AISSMs and ISSOs shall complete security training, provided by the Government, in accordance with AR 380-19 and HQDA, ODISC4 Message DTG 060727Z May 98, subject: Security Licensing for Personnel, copy available in the Technical Library.  Training shall be completed prior to contract start and as required to properly maintain automation security on the Installation. The PA shall submit certification of completion of the proper training to the Contracting Officer upon request. The AISSMs and ISSOs shall coordinate with the Government ISSM in accordance with Public Law 100-325 and AR 380-19. The positions of Assistant Information Systems Security Managers (AISSM) and Information Systems Security Officers (ISSO) are not necessarily a full time positions.  Individuals so designated may perform other duties provided they are available to perform Assistant Information Systems Security Managers (AISSM) and Information Systems Security Officers (ISSO)  duties when required.
1.1.13.2  network operations                                                                                                                                

The PA shall maintain network/PC operations; evaluate and resolve network/PC problems; maintain inventory of network/PC hardware, software, and documentation; and perform system backups.  The PA shall set-up and maintain user accounts (access rights and account restrictions); ensure anti-virus programs are installed and working correctly; ensure password controls and procedures are followed; oversee preparation of accreditation documents, standing operating procedures, and continuity of operations plans; ensure users are trained on system security; and maintain database of all users, systems, and software installed on, or attached to the network.  Additional PC/LAN requirements are defined in Section C-5.19.1 and C-5.19.2 of this PWS.

1.1.13.3   system accreditation

All information systems used to process Government information on Fort Polk shall be accredited/re-accredited in accordance with Chapter 3, AR 380-19.  The PA shall provide an accreditation plan for each system to the Contracting Officer for approval.  The PA shall ensure compliance with AIS/ADP software licenses, both proprietary and site licenses.  
1.1.14  AUTHORITY TO FLY IN GOVERNMENT AIRCRAFTtc "C.1.27
AUTHORITY TO FLY IN GOVERNMENT AIRCRAFT" \f C \l 1. 

PA personnel are authorized to fly as passengers in Government aircraft when flying is necessary to satisfactorily perform contractual obligations.  Manifest approval must be obtained in advance from the Government.

1.1.15   Housekeeping and GROUNDS KEEPING.

In all work areas where PA employees are assigned, whether they constitute 100% of the work force or a portion of the workforce (e.g. Public Works), the PA shall perform housekeeping and grounds keeping in PA occupied facilities and areas including, but not limited to, yards, compounds, parking lots, and ancillary work sites.  The PA shall maintain facilities, supplies and materiel in a safe, organized, and clean condition.  The PA shall sweep, mop, and wax floors, vacuum carpets, clean latrines and ensure indoor work places are kept clean and free of any debris or health and safety hazard.  The PA shall maintain all outdoor areas assigned to the PA for PA use, free of trash and debris.  In the event of snow or freezing weather the PA shall remove snow and ice from walkways.  (Unless otherwise specified in the PWS, assigned outdoor areas are defined as (1) fifty (50) feet from any exterior wall; (2) a natural boundary such as a curb, street, or common use area; or (3) one-half the distance to an adjacent building, whichever is less).  The PA shall trim hedges, edge curbs and shall maintain the outdoor area in an aesthetically pleasing condition.  The PA shall participate in the semi-annual post clean-up program. 

1.1.16  GENERAL ADMINISTRATION.

1.1.16.1  Correspondence/files.   

The PA shall prepare all correspondence in accordance with AR 25-50, Preparing and Managing Correspondence, and maintain all files in accordance with AR 25-400-2, The Modern Army Record Keeping System (MARKS).  The PA shall designate and appoint Records Management Coordinators in accordance with JRTC & FP Supplement 1 to AR 25-1. 

1.1.16.2  U.S. Mail and Official Distribution.  

The PA shall deliver and pick up official mail and distribution at designated locations on South Fort Polk Monday through Friday except Federal holidays.  This service shall be provided for all work areas where PA employees are assigned, whether they constitute 100% of the work force or a portion of the workforce (e.g., Public Works; and Plans, Training, Mobilization and Security).

1.1.16.3   Freedom of Information Act (FOIA) and privacy act programs

The PA shall administer FOIA and Privacy Act programs in accordance with Paragraph C.5.19.8 of this Performance Work Statement. The PA shall designate and appoint FOIA/Privacy Act coordinators in accordance with JRTC & FP Suppl 1 to AR 25-55. 

1.1.17  GOVERNMENT QUALITY ASSURANCE.

The Government will monitor PA performance with respect to specified requirements of the Quality Assurance Surveillance Plan (QASP).  Government surveillance activities will conform to FAR Clause 52.246-5, Inspection of Services.

1.1.18  ENVIRONMENTAL COMPLIANCE 

The PA shall comply with the Installation Spill Prevention Control and Countermeasure Plan (SPCC), copy available in the Technical Library, including but not limited to, practice good housekeeping, inspect storage areas, report potential releases, participate in spill response procedures and determine potential impacts of other environmental requirements on SPCC compliance.  The PA shall comply with the Installation Stormwater Pollution Prevention Plan, copy available in the Technical Library. The PA shall implement/promote good housekeeping practices required by the plan, throughout the installation   

1.1.18.1  HAZARDOUS MATERIALS MANAGEMENT. 
Executive order 12856 requires a 50% reduction in hazardous waste generation by the year 2000.  To date, the installation has exceeded that goal primarily through solvent and battery programs, however, further reduction is desired.  The PA shall identify and recommend approaches to reduce waste generation while ensuring that all pa operations and facilities comply with the Emergency Planning and Community Right to Know Act (EPCRA), Department of Transportation (DOT) requirements, the Federal Insecticide and Fungicide and Rodenticide Act (FIFRA) and the Toxic Substances Control Act (TSCA).  The PA shall comply with all applicable toxic substances control act  requirements. 

1.1.18.2   ENVIRONMENTAL COMPLIANCE OFFICER.
The PA shall designate, prior to the contract performance start date, Environmental Compliance Officers in accordance with requirements of AR 200-1.  First line supervisors, leaders, or a designated representative for each work area that stores hazardous materials or hazardous wastes, generates hazardous wastes, or uses hazardous materials shall be designated as the work area’s ECO.  For the purpose of this requirement, a “work area” shall be considered to be any activity or shop area performing a function (e.g., Rebuild, painting, air conditioning). Work areas normally consist of from three to twenty employees.  If a work area consists of more than 20 employees, an additional ECO(s) shall be designated.  Work areas shall have at least one ECO on duty at all times.  Prior to performance start date, each designated ECO must successfully complete the 40-hour ECO course provided on post by the Installation Environmental Office. In addition, each ECO must successfully complete an 8-hour annual refresher.  Annual re-certification (e.g., Refresher training) must be completed within 90 days of each anniversary of the 40-hour ECO course.  Failure to meet this requirement will necessitate re-taking the 40-hour course.  The PA shall coordinate with the Installation Environmental Office to schedule basic and refresher training courses. The positions of Environmental Compliance Officers are not full time positions.  Individuals so designated may perform other duties provided they are available to perform  Environmental Compliance Officer duties when required.
1.1.19  EXTERNAL AUDITS.  

The PA shall be subject to audits conducted by Government audit agencies. External auditors may include the Department of Defense Contract Audit Agency, the Installation Internal Review and Audit Compliance Office, the United States General Accounting Office, the Army Audit Agency, and the Inspector General.

1.1.20  MANAGEMENT CONTROL PROGRAM.   

The PA shall implement a Management Control Program to conform to AR 11-2, for functions within PA purview.  At the start of the Phase-In period, the PA shall designate to the Contracting Officer, a Management Control Program Coordinator to serve as PA liaison with the Installation’s Management Control Program Officer. The Government will provide an initial training and orientation, outlining PA duties and responsibilities (e.g., program administration, documentation, and reporting).  The PA shall provide required training for PA managers and supervisors and shall ensure appropriate management control checklists are completed for PA functions. The position of Management Control Program Coordinator is not a full time positions.  Individual so designated may perform other duties provided they are available to perform Management Control Program Coordinator duties when required.
1.1.21  TOTAL ARMY QUALITY PROGRAM.   

The PA shall incorporate the principles of Total Army Quality (TAQ) and The Army Performance Improvement Criteria (APIC) in accordance with Draft AR 5-1 and Draft DA Pam 5-1 respectively, in the performance of all PWS services described. The PA shall ensure its employees receive Total Army Quality (TAQ) training appropriate to their responsibilities and perform continuous organizational self-assessment using APIC criteria.  Upon the request of the Government, the PA shall provide relevant information to the Contracting Officer for inclusion in the annual Installation APIC submittal to FORSCOM and DA.  Finally, the PA shall conduct customer surveys to measure customer satisfaction with services provided; and shall initiate any action required to continually improve performance.

1.1.22  PA performance REVIEW AND ANALYSIS.   

The PA shall monitor and record performance data as it deems necessary and as directed by the Installation Commander, and shall perform trend analysis on this data.  The PA shall evaluate trend analysis results and initiate corrective actions.  Finally, the PA shall compile and submit specified performance data and corrective action information to the Government on a quarterly basis.  This submittal will be incorporated in the Commander's quarterly Review and Analysis up-date briefing.
1.1.23  installation STRATEGIC PLAN.   

The PA shall provide recommendations for incorporation into the Installation Strategic Plan and shall implement aspects of the Plan that are within PA purview.

1.1.24  INSTALLATION STATUS REPORTING (isr i, ii, AND iii)

The PA shall provide information as required for completion of the Installation Status Report (ISR) Parts I, II, and III. 

1.1.25  PA Interfaces.  

The PA shall interface with military and civilian personnel on a routine basis during performance of duties. Consistent with the Department of the Army policy (DAIM-CS Memo, dated 9 Dec 98, Subject: A-76 Cost Competitions of Activities that include Volunteers, Inmates or Borrowed Military Manpower), only Government employees will supervise borrowed military manpower and volunteers. 

1.1.25.1  CIVILIAN VOLUNTEERS
In order to provide meaningful community involvement for available local and on-post personnel and to maintain cost efficient operations, the Army provides opportunities for qualified personnel to volunteer their time in support of primarily programs.  The Installation Volunteer Office centrally coordinates this program at JRTC and Ft Polk.  As for FY99, approximately 1600 people volunteer their time on behalf of Ft Polk.  Together, they contribute 42 full time equivalents worth of work effort in support of, but not limited to, the following programs and services:

· Provide transportation for sports teams

· Volunteer Advocates

· Receive and mediate disputes

· Provide an Outreach Center

· Provide coach training and certification

· Operate Army Family Team Building Program

· Relocation Assistance

· General Administration

· Administer Employment Program

1.1.25.2  BORROWED MILITARY MANPOWER
Ft Polk is authorized certain military positions to allow soldiers to keep technically proficient in their primary occupational skill area.  These soldiers accomplish Garrison workload and, for the most part, work along side of Department of the Army civilians.  The part of the Garrison workload accomplished by these soldiers has been excluded from the workload values and exhibits contained in this PWS.

1.1.25.3  “RED CYCLE” SOLDIERS
The military personnel assigned to operational units progress through three activity cycles while in garrison.   One of these cycles is called the “Red Cycle.”  When the military unit is in the Red Cycle, the assigned soldiers perform some core garrison details that would otherwise be the responsibility of the PA.  These details are as follows:

	Detail
	Number of Assigned Military Personnel

	Grounds Maintenance
	12

	Post Support (Trash Pickup)
	16

	Bayou Classic Gym
	  6

	Retirement Ceremony
	10


The PA shall maintain cognizance of the scope of these details in order to maintain a supportive and efficient interface with Red Cycle soldiers.  The PA shall not accomplish the workload associated with the above tasks unless directed by the Contracting Officer.

1.1.25.4  SPECIAL DUTY SOLDIERS
The Garrison has, at its discretion, a supply of soldiers who are in a transitory status.  These soldiers are assigned as required to perform specific grounds maintenance tasks.  There are approximately twenty-five (25) soldiers assigned to this special duty.  The PA shall maintain cognizance of the scope of these special duty tasks in order to maintain a supportive and efficient interface with the soldiers and the Command Sergeant Major who directs their activities.  The PA shall not accomplish this workload unless directed by the Contracting Officer.

1.1.25.5  CONTRACTORS
The Government has awarded and will continue other contracts for base operation services.  A listing of these contracts is at TE GFP-6.  Applicable PA responsibilities for these contracts are addressed in the appropriate section of this specification. The PA shall cooperate and coordinate with these outside contractors to obtain required services.   The PA shall report in writing to the Contracting Officer any unresolved disputes with other contractors and any discrepancies in the performance of Government provided services.

1.1.25.6  MOBILIZATION
Upon mobilization, arriving Reserve Component (RC) units can expect to be in-processed in accordance with the JRTC & FP Mobilization Plan and deployed in accordance with the Readiness Standing Operating Procedure (RSOP); both being a product of Plans & Operations Division, G-3/DPTMS and available for review in the Technical Library. 

The In-processing can be broken down into three basic parts: 

  

-Accession unto Active Duty 

  

-Validation for deployment. 

  

-Establishing Services (Lodging, Mess, etc..)
Validation basically consists of three parts:

  

- Readiness of Personnel and Equipment

 

- Training; both individual and collective.

  

- Soldier Readiness Processing (SRP)

SRP would require personnel, medical & dental, and legal services. Training would include not only Common Task Training (CTT) and Collective Training (Mission or "Lanes"), but Security Clearance processing, USAEUR Drivers Training, Theater Specific Training (Customs, etc.) and Mission Rehearsal Exercise (MRE) can be added as well. All of the above mentioned services are labor intensive. And some, such as the MRE, will require material resources.  Example: construction of a guard tower and bridge for an MP Company to guard in Bosnia.  The exact amount of human and material resources necessary to conduct the MRE is difficult to predict until the unit arrives and an assessment is completed.  Therefore, the "provider" must be flexible and able to respond on notice.
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